
 

Surrendering the Initiative: A Command Decision 
Predicting what the enemy is going to do makes our commanders reactive, not bold 
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Perhaps the most valuable training opportunities available to 

our land forces are the three combat training centers (CTCs).1 
They are national military resources worthy of every attention. 
Each training center is built upon five pillars: adequate land, 
professional observer/controllers, instrumentation, a world-
class opposing force, and a robust base support structure. The 
CTCs are a crucible where doctrine is developed and tested, 
providing unequalled feedback about the doctrine’s validity 
and application. 

Current training trends from our CTCs2 suggest problems ex-
ist in the way we execute portions of our Army-based Military 
Decision-Making Process (MDMP).3 Specifically, units place 
too much reliance on expected enemy actions during the 
MDMP, which makes the decision-making process more reac-
tive. Does the way we practice our doctrine lead commanders 
to believe enemy actions and intent can be predicted with pre-
cision? Predicting an enemy commander’s most likely course 
of action (COA) is highly speculative at best, yet maneuver 
commanders rely heavily on the intelligence officer’s (S2) 
predictions of enemy tactical actions, rather than the com-
mander forming his own estimate, based on his maneuver ex-
perience, knowledge, and training, that focuses on achieving 
his own mission. 

The mission statement, the most important information in the 
operations order (OPORD), follows the enemy situation. By 
placing the enemy first in the OPORD, we focus our efforts on 
reaction to the enemy, instead of action against the enemy. 
When does the enemy’s mission and objectives, if ever, take 
precedence over our own? Have we become reactive to enemy 
actions through the CTC experience?  

The training centers have developed highly trained opposing 
forces (OPFOR) that maintain a unique understanding of 
friendly force units. The OPFOR’s advantages typically cause 
friendly units to become largely reactive in the way they fight. 
Friendly units fight the CTC battle as a cohesive task force 
team only once, while the OPFOR fights dozens of times per 
year, on their own terrain. The limited land available at the 
CTCs also forces the OPFOR to become somewhat predict-
able. Land is a resource not likely to significantly increase,4 
which limits the CTCs to executing a finite series of exercises. 
Battles or battle sequences are fairly constant and often repeat 
themselves, and terrain and the effects of terrain remain con-
stant. After numerous battles, the OPFOR will settle into a 
standard process for attacking or defending a specific piece of 
terrain.  

At the NTC, for example, the OPFOR repeatedly attacks 
through the Brown-Debnam terrain complex. This fight occurs 
during every National Training Center (NTC) rotation, year 
after year, making Brown-Debnam perhaps the most fought-
over piece of terrain in the world. Consequently, the OPFOR 
knows the terrain very well.  

Furthermore, the OPFOR are U.S. soldiers, and therefore 
share the same cultural biases, thought processes, institutional 
training, and ultimately similar conceptions of warfighting as 
the friendly unit.  

The OPFOR’s advantages encourage many friendly units to 
become reactive in their fight. This is certainly not an argu-
ment against the value of the CTCs. But commanders should 
realize that a “reactive dynamic” can permeate the command 
when fighting the OPFOR. This should force commanders to 
take a fresh look at the way they plan their tactical warfighting 
operations. 

In the attack, the OPFOR uses a battlefield framework of see, 
shape, strike, and shield. This translates into establishing com-
munications and reconnaissance, protecting the force on the 
approach, isolating the point of penetration, creating a penetra-
tion with fire and maneuver, exploiting the penetration, and 
blocking the enemy reserves. Reacting to these enemy actions 
permeates our mission planning and allows the enemy to make 
decisions for us. Thus we surrender the initiative before the 
battle begins. Battles become a matter of stopping the enemy 
from accomplishing his objectives rather than setting the 
conditions for us to accomplish ours. General U.S. Grant put it 
best by saying: 

 “I am heartily tired of hearing what Lee is going 
to do. Some of you always seem to think he is go-
ing to turn a double somersault and land on our 
rear and on both our flanks at the same time. Go 
back to your command and try to think what we 
are going to do ourselves, instead of what Lee is 
going to do.”5 (author’s italics) 

 The process that commanders and staffs use to “examine a 
battlefield situation and reach logical decisions”6 is the 
MDMP.  A continual seven-step process, MDMP never really 
ends but culminates once the objective is secured or the unit is 
issued another mission. The process is a lock-step method of 
defining our, and the enemy’s, objectives and allocating re-
sources to achieve our ends. The staff officers construct a 
seemingly endless stream of estimates that build upon each 
other as battlefield influences change. But the estimates all 
have one thing in common. They begin with receipt (or prior 
to receipt) of the mission, and are not expected to reach an 
acceptable level of refinement until after the course of action 
analysis (wargame). That is, except for the S2’s estimate. This 
estimate is expected to have high resolution almost immedi-
ately, and is included as part of the mission analysis briefing to 
the commander. While this is doable given a somewhat pre-
dictable CTC enemy, it is by no means realistic in a fluid 
combat or rapid deployment environment. 

The mission analysis concludes with the staff delivering a 
briefing to the commander that provides him with the speci-
fied and implied tasks inherent in the mission. The S3 opera-
tions officer, however, does not begin the briefing. The first 
briefer is the S2, who provides the commander the expected 
battle effects of weather and terrain. At battalion level, the S2 
is normally a junior officer with little or no maneuver experi-
ence. He is expected to be an expert in friendly and enemy 
doctrine in order to provide predictive analysis. Suddenly, the 
S2 has transitioned from his objective, scientifically-based 
terrain and weather analysis into a predictive role, assessing 
the enemy’s most likely and most dangerous COA. The S2’s 
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product now drives the planning process, because command-
ers and staff frequently weight the main effort based on a pre-
dicted most likely enemy COA. Overreliance on the S2’s 
product is compounded further when the MDMP process is 
time-constrained; the S2 may have only 30-50 minutes to pre-
pare an enemy estimate. So, at the conclusion of the briefing, 
the commander issues guidance to his staff on fighting the 
battle, based in large part on the S2’s prediction of the en-
emy’s most likely COA. 

The military observer asks — how is it that the S2, prior to 
even establishing a solid reconnaissance plan, can predict the 
enemy’s most likely COA? Certainly the S2 must develop 
possible enemy courses of action, but can he really predict the 
most likely? Even the S2 “bible,” Field Manual (FM) 34-130 
Intelligence Preparation of the Battlefield (IPB) states “His-
tory repeatedly demonstrates that those who predict only one 
COA are often surprised by the enemy.”7 Yet, at our CTCs, 
commanders repeatedly weight the friendly effort based on the 
enemy’s most likely COA, as predicted by the S2. The com-
mander assumes significant risk in passing the initiative to the 
enemy when his staff develops a plan linked so decisively to 
supposed enemy actions. The question remains, why is the 
friendly effort weighted so heavily on the S2’s intelligence 
estimate, just one of many factors affecting the battle envi-
ronment, instead of the commander’s estimate? 

These questions strike at the heart of our doctrine and mili-
tary decision-making process. Even though CTC “train-ups” 
are usually a unit’s number one training priority, the same 
deficiencies emerge year in and year out in the after-action 
reviews of units training at our CTCs. These include S2s fail-
ing to predict the enemy’s intentions.8 It’s as if we never learn 
from our mistakes. The first problem is that the S2 is required 
to predict the enemy’s most likely and most dangerous COA 
early in the process, presumably so the staff can develop 
friendly courses of action. But perhaps the relevant question is 
not, “Why can’t the S2 predict the enemy’s intentions,” but, 
“Can we really predict the enemy’s intentions?” Probably not, 
since even at the CTCs, where enemy actions are generally 
finite, S2s have difficulty predicting enemy actions with any 
recurring accuracy. 

This dichotomy has created a debate in the military intelli-
gence community between two very unique approaches to the 
intelligence analytical methodology, the so-called “capabili-
ties” versus “intentions” schools of thought.9  The capabilities 
school of thought says the S2 should provide an estimate of 
what the enemy could do to keep us from accomplishing our 
mission. Conversely, the intentions school says the S2 must 
determine what the enemy will do. The capabilities school 
asserts it makes more sense for the S2 to present the com-
mander with a set of enemy COAs. These COAs outline the 
courses the enemy could adopt to thwart our plans, rather than 
engaging in the highly speculative enterprise of predicting 
enemy COAs. It further asserts that the commander, not the 
S2, is the senior intelligence officer in the command, and that 
the commander’s estimate should form the basis of all plan-
ning. Intelligence is just one of many factors on the battlefield, 
and when the S2 provides the commander an enemy capabili-
ties briefing, the commander must weigh intelligence with a 
myriad of other factors and form his own estimate. Addition-
ally, emphasizing what the enemy could do to thwart friendly 
mission accomplishment allows units to focus more on the 
friendly mission, while emphasizing what the enemy will do 
tends to make units more reactive. Finally, by determining 
what the enemy could do while remaining focused on our mis-
sion forces the staff to create a highly flexible plan with realis-

tic, executable branches and sequels throughout the battle-
space. This is conducive to mission-oriented “task/purpose” 
instructions to subordinates while maximizing “reconnais-
sance pull.” 

History is replete with examples of experienced command-
ers, much less S2s, who could not predict what their opponent 
would do, supporting the capabilities approach. Could General 
Hancock have predicted that Robert E. Lee would direct 
Pickett to charge on July 3, 1863? Napoleon mused about 
how, at the battle of Waterloo, Wellington did the completely 
unexpected, yet both commanders knew their opponents well! 
Napoleon speaking of “the grand knowledge of warfare” 
stated, “There are no precise, determinate rules. Everything 
depends upon…a thousand circumstances which are never 
twice the same.”10 General Patton wrote that battles were 
“simply an agglomeration of numerous small actions and prac-
tically never develop according to preconceived notions.”11 

According to FM 34-130, the IPB manual, in order to predict 
threat COAs, the S2 must have, among other things, “identi-
fied every characteristic of the battlefield environment that 
might affect the operation (step 1);” next, “identified the op-
portunities and constraints the battlefield environment offers to 
threat and friendly forces (step 2)”; and finally, “thoroughly 
considered what the threat is capable of and what he prefers to 
do in like situations (step 3).”12 The noted military writer 
Colonel DuPuy identified 73 variables impacting the outcome 
of battles,  but ten of them, including intelligence, were intan-
gible.13 U.S. Army Major (Ret.) Forrest Davis wrote that for 
the S2 to meet the first requirement in predicting the enemy’s 
most likely COA, he would have to “comprehend at least the 
majority of DuPuy’s variables, collect all the appropriate in-
formation, and place them in relational balance to each 
other.”14 This is a daunting task, to say the least. 

Perhaps equally daunting is step 2, which identifies “the 
opportunities and constraints the environment offers to both 
friendly and enemy forces.” Said another way, this requires 
the S2 and his staff to thoroughly understand the seven battle-
field operating systems (BOS) of both the enemy and friendly 
forces, their current and expected relative combat power at 
each phase of the conflict, and the terrain and weather effects 
on soldiers, weapons systems, and each BOS. At a minimum, 
the S2 must be an experiential expert on friendly and enemy 
weapons and weapon support systems. 

Step 3, to “thoroughly consider what the threat is capable of 
and what he prefers to do in like situations,” is the most diffi-
cult task. Since some of the greatest generals the world has 
ever known have failed this task, it is probably asking too 
much for an intelligence officer, a captain or major, to master 
this step.  Essentially, the S2 must “become” the enemy com-
mander, placing the totality of the commander’s varied, life-
long experiences into a comprehensible mental model, then 
think, feel, and decide like an experienced, senior-ranked, for-
eign maneuver commander. 

Ultimately, the variables affecting how two opponents will 
act and react in a battle to the death are too complex for any 
analytical model, or even human comprehension. Richard Fox, 
in his archaeology and analysis of the Custer battlefield, uses 
historical examples to illustrate that battles are not precise 
models. Rather, they are extremely confusing experiences. 
Order is difficult to maintain. Events are often shaped by acci-
dent, and tactical disintegration can occur.15 Requiring an S2 
to definitively state the enemy’s most likely COA and most 
dangerous COA, based on the previous steps, is nothing less 
than an extremely speculative enterprise. 
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 A closer look at the capabilities versus intentions schools of 
thought reveals what may be the real problem, the apparent 
“disconnect” between the MI capstone manual, FM 34-1 Intel-
ligence and Electronic Warfare (IEW), and FM 34-130 Intelli-
gence Preparation of the Battlefield (IPB) FM. The IPB man-
ual teaches S2s to predict threat COAs, rather than directing 
S2s to predict the enemy’s most likely and most dangerous 
courses of action in the absence of reconnaissance. The task, 
“to determine the enemy’s most likely COA,” is found in FM 
34-1 and referenced only once, stating, “Intelligence should 
tell the commander his… (the enemy’s) most likely course of 
action.”16  The IPB manual, FM 34-130, does not teach S2s to 
predict a “most likely enemy COA,” and does not provide any 
tactics, techniques, and procedures on how to do so. Rather, it 
teaches predicting likely COAs and their order of probability. 

Unfortunately, we follow the IEW manual, which references 
only once that S2s should determine the most likely enemy 
COA. Now, certainly when an S2 ranks enemy COAs in order 
of probability, there will always be a most likely. But the prob-
lem is that we weight the enemy’s most likely COA in our 
MDMP to the exclusion of the other possible enemy COAs. In 
the book The Defence of Duffers Drift, the Boer “S2” (used as 
an example in the IPB manual) didn’t present his commander 
a most likely COA, but rather four enemy COAs “in order of 
probability as I gave them.”17 There is a significant difference 
in the degree and manner of emphasis between predicting a 
most likely enemy COA early in the planning process and 
allowing it to drive our planning, versus identifying four en-
emy COAs which can only be determined by thorough recon-
naissance. 

The IPB manual states that the S2 should prepare “event tem-
plates and matrices that focus intelligence collection on 
identifying which COA the threat will execute.”18 We seem to 
ignore the IPB manual’s directive to not “overlook the less 
likely but still viable (author’s italics) COAs. Do not risk sur-
prise by failing to consider all feasible COAs… Consider the 
following possibilities that might lead to ‘wildcard’ COAs.’”19 
Rarely, if ever, do S2s articulate ‘wildcard’ COA factors in the 
estimate. And if they do, that COA normally correlates to the 
“throw-away” friendly COA. 

Further, we expect the S2 to tell us up front, in mission 
analysis, the enemy’s most dangerous COA, before we even 
develop our own friendly COA. FM 34-130 does not address 
enemy most dangerous courses of action. The S2 could say, 
“The enemy’s most dangerous COA is to air assault a battal-
ion on top of our BSA” and be technically correct, but what 
does that really tell the commander?  

The S2 could predict any number of suitable enemy COAs 
which could be considered very dangerous. In actuality, the 
most dangerous enemy COA should be the one that makes us 
the most vulnerable when executing our own COA. Thus, it is 
impossible to predict prior to friendly COA development. 
Ultimately the enemy’s most dangerous COA is that which 
disrupts the friendly center of gravity when executing our 
COA. Therefore the enemy’s most dangerous COA should not 
be identified until late in the MDMP, at the later stages of the 
course of action analysis (wargame). In fact, the enemy’s most 
dangerous COA may be a branch or sequel rather than a 
“stand-alone” COA. 

Therefore, we question not only the S2’s capability to predict 
an enemy’s most likely COA during mission analysis, but why 
one sentence of doctrine from FM 34-1 drives the requirement 
for an S2 to do so. Worse, we require S2s to predict the en-
emy’s most dangerous COA, in the absence of written doc-

trine on how to do so. Why is it that we force our S2s to con-
duct intelligence activities not supported by doctrine in the 
IPB “bible,” FM 34-130? 

Early on in the planning process, there certainly has to be an 
intelligence focus, and S2s have an obligation to provide the 
commander probable enemy COAs, including objectives, and 
potential schemes of maneuver. But it is unreasonable to ex-
pect a captain or major S2, many of whom are not well 
founded in friendly maneuver doctrine, to predict during mis-
sion analysis the most likely COA with little more than a 
higher headquarters intelligence estimate. Ultimately, the 
commander must rely on his own insight and experience to 
determine the validity of enemy COAs and which he thinks 
are the most likely. 

If the S2 has constructed a robust reconnaissance plan to pro-
vide clear indications and early warning,20 he can evaluate 
incoming reports and provide some degree of predictive 
analysis. IPB is clear that in order to discern what COA the 
enemy has adopted, detailed, multi-source reconnaissance is 
required. In fact, the IPB manual says we must “identify those 
areas and activities that, when observed (author’s italics), will 
discern which COA the enemy has adopted.”21 The Boer “S2” 
even stated that the four COAs he thought the enemy would 
take were merely guesses: “We need to conduct reconnais-
sance of the river bed and the Kraal in order to find out which 
of these courses of action he has chosen.”22 Note that the en-
tire Boer plan was in no way hinged on a speculative most 
likely COA. Rather, only through thorough reconnaissance 
would the COA be determined. 

While predictive intelligence may be what today’s com-
manders expect, they must understand it is a very risky and 
highly speculative enterprise. It is even riskier, and perhaps in 
no way practical, to expect the S2 to predict the enemy’s most 
likely COA, especially in the early stages of MDMP. Com-
manders must take more “ownership” in assessing enemy in-
tentions, place greater emphasis on friendly mission accom-
plishment, and form their own estimate. BG Richard Quirk, 
G2 of the 24th Infantry Division (Mechanized) during Desert 
Storm, wrote that while Army doctrine states within a division 
the G2 is the senior intelligence officer, the doctrine is wrong. 
“It is the commander who is the senior intelligence officer in 
any command.”23 BG Quirk reminded himself of COL E.C. 
Townsend’s dictum that, “In any command, there should only 
be one estimate – the Commander’s Estimate.” Further, that, 
“The Intelligence Officer should not be permitted to publish 
his personal opinions to a command.”24 

COL Townsend’s and BG Quirk’s assertions are supported in 
current Army doctrine. FM 100-5 Operations clearly states 
that intelligence is the commander’s responsibility.25 Intelli-
gence failures at our CTCs begin with the commander not 
identifying his intelligence needs, and his failure to provide 
detailed, focused guidance to the S2. Therefore, commanders 
fail to form a viable, relevant command estimate. 

FM 100-5 states “The commander drives the intelligence ef-
fort.” This clearly means the commander, not the S2, is re-
sponsible for the intelligence effort. Next, that “He must ask 
the right questions and focus the intelligence work.” Thus, the 
commander must provide specific guidance to his S2 defining 
his intelligence needs.  Additionally, “He must know the en-
emy; the commander’s personal involvement and knowledge 
have no substitute.” This implies the commander as the senior 
intelligence officer in the command. If his guidance to the S2 
is focused and clear, the S2’s estimate will remain relevant 
throughout mission planning. Finally, “He helps his intelli-
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gence system work effectively by stating his intent and deci-
sively designating his priority intelligence requirements.” Ul-
timately, the intelligence system belongs to the commander, 
not the S2. 

To remedy current tactical trends, we must radically change 
our thinking. First, change the format of the five paragraph 
OPORD and place the friendly mission statement, com-
mander’s intent, and the task/purpose for subordinate units, 
prior to the enemy situation.26 This will reinforce to com-
manders and staff that the primary focus of our efforts should 
be our mission, not what the enemy is expected to do, and will 
consequently serve to restrict a reactive dynamic. Second, 
understand that predicting enemy actions and intentions is 
highly speculative and cannot even begin to be accomplished 
until thorough reconnaissance is conducted. Because the 
commander drives the intelligence effort, he is responsible for 
training (through the chief of staff or XO) the S2 as a func-
tional member of the battle staff. The S2’s success or failure is 
a direct result of the commander’s action or inaction. Third, 
commanders must form their own estimate, based in part on 
the enemy situation, and clearly articulate to the S2 what intel-
ligence he requires to form the command estimate. It is diffi-
cult (and in a 96-hour deployable Army, nearly impossible) to 
predict what a real-world enemy will do, thus the S2’s esti-
mate on the enemy’s intent should not drive the mission proc-
ess. The commander must understand that Army doctrine 
clearly establishes intelligence as his responsibility, and he not 
only relinquishes significant authority by overreliance on an 
S2 estimate, but assumes significant mission risk if he does so. 

 The U.S. Army is highly agile, technologically advanced, 
and remarkably lethal. The ability of our maneuver formations 
to close with and destroy the enemy is unsurpassed among 
modern armies. The resources the U.S. Army brings to the 
fight today is unequalled in human history. We will certainly 
get there with “the fustest with the mostest,” but all this is 
moot if we keep allowing ourselves to surrender the initiative. 
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